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We have two offices with ADSL Internet connections. Zeroshell helped us connect these
two sites with Openvpn and QoS intelligently limits traffic so that regular use is not
interrupted. We are using Lotus Notes and rsync applications over the vpn connection.
Zeroshell performs quite well, without any need for restarts or anything.

Main site has a static IP address, the remote site is dynamic and it has a dynamic DNS
name which is also maintained by Zeroshell.
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Main Zeroshelll Setup;
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Remote Zeroshell2 VPN Setup
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Both the machines are running on Vmware vSphere hypervisors, so no additional
hardware is needed and only minumum resources are used by Zeroshell. They are
behind port forwarding configured ADSL modems so firewall configuration is not so

critical.

Link to Zeroshell website: www.zeroshell.net
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